
 
 
Paris, le 27 janvier 2026 
 
Cybersécurité : Hexatrust et MOBILIANS scellent une alliance stratégique 

pour armer la filière automobile face aux cyberattaques 
 

●​ Mise à disposition d’HexaDiag, l'outil d’autodiagnostic souverain, auprès des 160 000 
entreprises de la mobilité. 

●​ Un accompagnement par des experts de confiance pour aider les adhérents à renforcer 
leur démarche de protection. 

●​ Une réponse industrielle française et collective face à l'explosion des menaces sur les 
données et les véhicules connectés. 

 
Alors que la France est devenue la première cible européenne pour le vol de données, le 
secteur de la mobilité se trouve en première ligne. Au-delà des enjeux économiques, c'est la 
sécurité des Français qui est en jeu. Face à ce constat d’urgence, MOBILIANS, première 
organisation patronale du secteur, et Hexatrust, groupement de référence de la 
cybersécurité française, annoncent la signature d’un partenariat majeur. Objectif : bâtir un 
véritable "bouclier numérique" pour protéger l’ensemble de la chaîne de valeur, du 
constructeur au réparateur. 
 
Un enjeu de sécurité publique 
 
Si l’on pense souvent à la Santé ou à l'Armée comme secteurs vitaux, la filière des services 
automobiles gère au quotidien la sécurité physique et numérique de millions de citoyens. 
 
Le numérique est devenu le moteur invisible de la mobilité. Les différentes études 
mondiales et françaises, font état de parcs automobiles composés à 70% de véhicules 
connectés, ces derniers représentant évidemment l’immense majorité des ventes de 
véhicules neufs. Deux risques majeurs sont identifiés : 
 

●​ La protection de la vie privée : les entreprises des services de l'automobile 
(concessions, loueurs, assureurs) manipulent des données personnelles 
ultra-sensibles (déplacements, géolocalisation, données bancaires, pièces 
d'identité). Leur vol expose directement la vie privée des automobilistes. En janvier 
2026, la Direction générale de la police judiciaire confirmait “des centaines de 
milliers de véhicules” concernés par la fraude aux immatriculations, directement 
liées aux données personnelles des automobilistes. 

●​ La sécurité physique des personnes : avec l'avènement du véhicule connecté et 
défini par logiciel (SDV), une cyberattaque ne se limite plus à un écran bloqué. Elle 



 
peut impacter le fonctionnement même du véhicule - avec des conséquences graves 
pour les personnes, au-delà des impacts sur les systèmes d’exploitation des 
gestionnaires de flotte, par exemple. Sécuriser le code informatique, c'est 
désormais assurer la sécurité routière. 
 

La menace cyber a également un effet direct sur les entreprises de la filière des services 
automobiles :  
 

●​ L'atelier à l'arrêt : de plus en plus de garagistes se retrouvent paralysés par des 
rançongiciels (ransomwares), incapables d'accéder aux outils de diagnostic 
électronique, bloquant la restitution des véhicules aux clients. 

●​ La fraude financière : la compromission des boîtes mails facilite les "fraudes au 
président" ou aux faux RIB lors des transactions, occasionnant des pertes de 
trésorerie majeures. 

 
HexaDiag : passer du constat à l'action souveraine 
 
Au cœur de cette convention, une mesure phare à effet immédiat : la mise à disposition 
gratuite pour tous les adhérents MOBILIANS de la plateforme HexaDiag. Fondé sur les 
référentiels de l'ANSSI, cet outil d'autodiagnostic permet à chaque chef d'entreprise de 
réaliser son bilan de santé numérique en moins de 15 minutes. 
Mais le diagnostic n'est qu'une première étape. Une fois les vulnérabilités identifiées par 
HexaDiag, les entreprises pourront être orientées vers des solutions françaises et 
européennes de confiance, capables de répondre à leurs besoins spécifiques. C'est la 
garantie de remplacer des outils vulnérables par des technologies souveraines et certifiées. 
 
Jean-Noël de Galzain, Président d'Hexatrust, déclare : « Dans le contexte actuel de guerre 
économique, il est impératif que nos filières industrielles s'équipent de solutions de confiance. 
HexaDiag est la première brique de cette reconquête : il permet de cartographier la menace 
pour mieux y répondre avec l'excellence technologique française. Ce partenariat avec 
MOBILIANS est exemplaire car il projette la souveraineté numérique au cœur des territoires, au 
plus près des PME qui font l'économie réelle. » 
 
Un accompagnement dans la durée 
 
Ce rapprochement initie une démarche de fond pour élever durablement le niveau de 
culture cyber de la filière via : 

●​ Des actions de sensibilisation et de formation continues ; 
●​ Une veille partagée sur les menaces spécifiques au secteur automobile ; 



● L'orientation des entreprises vers des tiers de confiance labellisés via la plateforme
HexaSearch.

La signature officielle de cette convention a lieu ce jour au Campus Cyber, marquant le coup 
d'envoi d'une mobilisation générale pour la protection des entreprises de la mobilité. 

 

À propos d’Hexatrust 

Fondé en 2013, HEXATRUST est le groupement d’entreprises innovantes, des leaders du cloud 
computing et de la cybersécurité. Il regroupe plus de 150 membres. Les solutions labellisées 
Hexatrust répondent toutes à des exigences techniques de maturité et sont reconnues en Europe et à 
l’international par les plus grandes organisations et s’inscrivent dans des logiques de certification et 
de souveraineté. Les sociétés membres d’Hexatrust oeuvrent ensemble pour promouvoir et 
construire la confiance dans le Cloud et l’excellence Cyber. En 2025, Hexatrust a lancé deux outils 
gratuits destinés à accompagner les organisations dans leur transition vers des solutions numériques 
sécurisées et souveraines : HexaDiag et HexaSearch. http://www.hexatrust.com/
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